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(Enter the full title of your presentation here - maximum 15 words, written in Title Case)

Author and Co-Author Names

1Department or Division Name, Organization / Affiliation, City, Country
Presenter Name

(Indicate who will deliver the presentation)

Abstract

Note: Provide a concise summary of your presentation topic, objectives, and value for
attendees. The abstract should be 250-500 words, written in Times New Roman, 12 pt,
single spacing, and structured using the following sections:

1. Background / Context: Briefly explain the relevance of your topic within the
cybersecurity domain.

2. Problem Statement / Objective: Describe the main issue, risk, or innovation your
presentation addresses.

3. Approach / Methodology: Outline your strategy, research, or practical implementation.
4. Key Findings / Insights: Summarize your main discoveries, outcomes, or lessons learned.

5. Conclusion & Significance: Highlight the importance and real-world impact of your work
for the cybersecurity and digital resilience community.
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organization, expertise, and relevant cybersecurity achievements or projects.
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John Carter is the Chief Information Security Officer at CyberDefence Labs, leading
enterprise resilience programs across Asia-Pacific. With over 15 years in network security
and digital risk management, he specializes in Al-driven threat intelligence and
cybersecurity governance.
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